
 

 

ENCLOSURE 1 

 

REFERENCES 

a) Application Security and Development STIG, Ver 3, Rel 10 

b) Enclave Test and Development STIG, Ver 1, Rel 3 

c) DISA STIG Reference Site: http://iase.disa.mil/stigs/Pages/index.aspx 

d) Title 10 U.S.C. section 2222- Defense business systems: business process reengineering; 

enterprise architecture; management 

e) ODCMO Guidance for Review and Certification of Defense Business Systems, version 

3.4, February 2015. 

f) Department of Defense Business Enterprise Architecture: Compliance Guide,  BEA 10.0, 

March 8, 2013   

g) Defense Human Resources Activity Information Technology Acquisition Compliance 

Playbook, October 5, 2015 

h) Defense Human Resources Activity Privacy Program Playbook Version 2.0 May 6, 2015 

i) Integrated Business Framework Data Alignment Portal – Organizational Execution Plan 

(OEP) Module User Guide, April 2014 

j) DoD CIOP, OSD IT Budget Management User Guide, version 1.0, October 20, 2015 

k) The Planning, Programming, Budgeting and Execution (PPBE) Process, Number 

7045.14, January 25, 2013 

l) DoD 7000.14-R, Volume 2B, Chapter 18: Information Technology (Including 

Cyberspace Operations), September 2015 

m) DoD 7000.14-R, Volume 2B, Chapter 4: Procurement Appropriations, September 2010 

n) DoD 7000.14-R, Volume 2B, Chapter 5:  Research, Development, Test, and Evaluation 

Appropriations, September 2012 

o) DoD 7000.14-R, Volume 14, Chapter 2: Anti-Deficiency Act Violations, September 2015    

p) DoDI 8500.01 Cybersecurity, March 14, 2014 

q) NIST 800-53 Revision 4 Security and Privacy Controls for Federal Information Systems 

and Organizations April 30, 2013 (Final Publication: 

http://dx.doi.org/10.6028/NIST.SP.800-53r4) 

r) DoDI 8510.01 Risk Management Framework (RMF) for DoD Information Technology 

(IT), March 12, 2014, Incorporating Change 1, Effective May 24, 2016 

s) DoD Instruction 8310.01, Information Technology Standards in the DoD, February 2, 

2015 

t) DoD Instruction 8115.02, Information Technology Portfolio Management 

Implementation, October 30, 2006 

u) DoDD 5400.11-R DoD Privacy Program, May 14, 2007 

http://iase.disa.mil/stigs/Pages/index.aspx
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v) DoD 6025.18-R DoD Health Information Privacy Regulation, January 2003 

w) DoD 5200.2-R Personnel Security Program, January 1987  

x) 20.4.1.8 Homeland Security Presidential Directive 12 (HSPD 12)  

y) DoD 8570.01-M Information Assurance Workforce Improvement Program, December 

19, 2005, Incorporating Change 4, November 10 2015 

z) DoDD 8000.01, Management of the DoD Information Enterprise, February 10, 2009 

aa)  DoDD 5000.01, The Defense Acquisition System 

May 12, 2003, Certified Current as of November 20, 2007 

bb)  DoDI 5000.02, Operation of the Defense Acquisition System January 7, 2015 

cc) Department of Defense Manual 5200.01, DoD Information Security Program February 

24, 2012 

dd)  DoDI 5134.16, Deputy Assistant Secretary of Defense for Systems Engineering 

(DASD(SE)) August 19, 2011 

ee)  Department of Defense Instruction 4140.67, DoD Counterfeit Prevention Policy 

April 26, 2013 

ff)  Department of Defense Instruction 4245.14, DoD Value Engineering (VE) Program 

October 26, 2012 

gg) DoD Open Systems Architecture Contract Guidebook for Program Managers, Version 

1.1 June 2013 

 

 

 

 

http://www.dtic.mil/whs/directives/corres/pdf/500001p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/500002p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/513416p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/513416p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/414067p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/424514p.pdf

